**A homomorphic encryption algorithm over integers**

If a secure and efficient Fully Homomorphic Encryption (FHE) algorithm exists, it should be the ultimate solution for securing data privacy in cloud computing, where any operation can be directly applied to ciphertexts without garbling them. Though some theoretic FHE algorithms do exist, none of them is practical because of their prohibitively expensive computing cost. This research designs and analyses a homomorphic encryption algorithm over integers. Two variants of this algorithm are now under our investigation. Summary of these two variants are as follows:

* **Non-deterministic algorithm:** Both versions are non-deterministic. That is, the encryption is a one-to-many mapping. A nice feature to hide the equality relationship among ciphers from adversaries.
* **Functionality:**
  + Variant 1: Allows an unlimited number of arithmetic additions and multiplications on ciphers until the integer (application data) exceeds the encryption/decryption key size (a large prime). An equality testing algorithm was developed and can be used to test whether two ciphers (of a same integer) are equal.
  + Variant 2: Allows unlimited number of arithmetic additions and multiplications on ciphers until the integer (application data) exceeds a pre-defined size or the corresponding padded integer exceeds the encryption/decryption key (a large prime). Unlike Variant 1 ciphers, Variant 2 ciphers cannot be tested for equality.
* **Key size:** If both variants would like to support applications with the same maximum data value, Variant 2 algorithm’s key size will be bigger than that of Variant 1 algorithm. However, both algorithms’ key sizes will be in the range of several thousand bits for most applications, which is much better than that of the best implementation of the Gentry-like theoretic FHE algorithms (several megabits).
* **Ciphertext size:** The encryptions and homomorphic additions/multiplications in both variants are all modular operations. Thus, the ciphertext will be less than the modulus used.
* **Computational complexity:** Both variants are very efficient on encryption/decryption (with just a few modular multiplications) and are especially efficient on the homomorphic addition/multiplication (with a single modular addition/multiplication, respectively).
* **Security:** If an adversary knows two ciphers of a same integer, the adversary can break Variant 1, but not Variant 2. We still research on the security of these two variants to other attacks and also is trying to provide security proofs for Variant 2.

**Proposed research work:**

* Research on the security of these two variants to other attacks. Adjustment to the algorithm may be needed if a new security weakness is found. At the end, formally prove the security of both variants.
* With different functionalities of these two variants, identify suitable real world applications for each variant.

The following pages briefly describe both variants.

**Homomorphic encryption algorithm: Variant 1**

**Parameter setup:**

1. A data owner ![](data:image/x-wmf;base64,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) randomly picks two large primes ![](data:image/x-wmf;base64,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) and ![](data:image/x-wmf;base64,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) repeatedly until ![](data:image/x-wmf;base64,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) is also a prime. Compute the product ![](data:image/x-wmf;base64,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). Note that ![](data:image/x-wmf;base64,183GmgAAAAAAACACQAIBCQAAAABwXgEACQAAA8kAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAIgAhIAAAAmBg8AGgD/////AAAQAAAAwP///6b////gAQAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AGPEYANiU4HWAAeR1vTlmmwQAAAAtAQAACAAAADIK4AFYAQEAAABveRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAY8RgA2JTgdYAB5HW9OWabBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABRgABAAAARHkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQCbvTlmmwAACgA4AIoBAAAAAAAAAAAw8xgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==) needs to choose ![](data:image/x-wmf;base64,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) large enough so that all his application data ![](data:image/x-wmf;base64,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). If ![](data:image/x-wmf;base64,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), the cipher of *m* cannot be decrypted back to *m*.
2. The encryption key of the algorithm is the pair ![](data:image/x-wmf;base64,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), which will be used by ![](data:image/x-wmf;base64,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) to perform data encryption and decryption. ![](data:image/x-wmf;base64,183GmgAAAAAAACACQAIBCQAAAABwXgEACQAAA8kAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAIgAhIAAAAmBg8AGgD/////AAAQAAAAwP///6b////gAQAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AGPEYANiU4HWAAeR1vTlmmwQAAAAtAQAACAAAADIK4AFYAQEAAABveRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAY8RgA2JTgdYAB5HW9OWabBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABRgABAAAARHkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQCbvTlmmwAACgA4AIoBAAAAAAAAAAAw8xgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==) should keep it in secret.
3. ![](data:image/x-wmf;base64,183GmgAAAAAAACACQAIBCQAAAABwXgEACQAAA8kAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAIgAhIAAAAmBg8AGgD/////AAAQAAAAwP///6b////gAQAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AGPEYANiU4HWAAeR1vTlmmwQAAAAtAQAACAAAADIK4AFYAQEAAABveRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAY8RgA2JTgdYAB5HW9OWabBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABRgABAAAARHkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQCbvTlmmwAACgA4AIoBAAAAAAAAAAAw8xgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==) randomly picks another large prime ![](data:image/x-wmf;base64,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) and then computes the product ![](data:image/x-wmf;base64,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). The data owner ![](data:image/x-wmf;base64,183GmgAAAAAAACACQAIBCQAAAABwXgEACQAAA8kAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAIgAhIAAAAmBg8AGgD/////AAAQAAAAwP///6b////gAQAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AGPEYANiU4HWAAeR1vTlmmwQAAAAtAQAACAAAADIK4AFYAQEAAABveRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAY8RgA2JTgdYAB5HW9OWabBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABRgABAAAARHkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQCbvTlmmwAACgA4AIoBAAAAAAAAAAAw8xgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==) also randomly picks a set of numbers ![](data:image/x-wmf;base64,183GmgAAAAAAAAAKgAIBCQAAAACQVgEACQAAA6kBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCgAIAChIAAAAmBg8AGgD/////AAAQAAAAwP///7f////ACQAANwIAAAsAAAAmBg8ADABNYXRoVHlwZQAAcAAcAAAA+wIg/wAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AGPEYANiU4HWAAeR1qihmTQQAAAAtAQAACAAAADIK9ABJCQEAAAAqeQgAAAAyCgAC+wIBAAAAMnkIAAAAMgoAAtsAAQAAADF5HAAAAPsCgP4AAAAAAACQAQAAAAAEAgAQVGltZXMgTmV3IFJvbWFuABjxGADYlOB1gAHkdaooZk0EAAAALQEBAAQAAADwAQAACAAAADIKoAGLAQEAAAAseRwAAAD7AiD/AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAY8RgA2JTgdYAB5HWqKGZNBAAAAC0BAAAEAAAA8AEBAAgAAAAyCgACKAkBAAAAVHkIAAAAMgoAAh0GAQAAAGt5HAAAAPsCgP4AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuABjxGADYlOB1gAHkdaooZk0EAAAALQEBAAQAAADwAQAACAAAADIKoAE+CAEAAABaeQgAAAAyCqABYwUBAAAAaHkIAAAAMgqgAUECAQAAAGh5CAAAADIKoAE6AAEAAABoeRwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAB1+zgKXgjlNQAY8RgA2JTgdYAB5HWqKGZNBAAAAC0BAAAEAAAA8AEBAAgAAAAyCqAB8wYBAAAAznkcAAAA+wKA/gAAAAAAAJABAAAAAgQCABBNVCBFeHRyYQAQCqXo5DUAGPEYANiU4HWAAeR1qihmTQQAAAAtAQEABAAAAPABAAAIAAAAMgqgAdEDAQAAAEt5CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0ATaooZk0AAAoAOACKAQAAAAAAAAAAMPMYAAQAAAAtAQAABAAAAPABAQADAAAAAAA=), and then computes
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The set of ![](data:image/x-wmf;base64,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)’s is the equality test key. The provided equality test algorithm is a probabilistic algorithm. Thus, if more ![](data:image/x-wmf;base64,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) are generated by ![](data:image/x-wmf;base64,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), the accuracy of the test is higher. The test algorithm will be described later.

1. The set ![](data:image/x-wmf;base64,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)is the operational key of the algorithm, where authorized agents (e.g., cloud servers) or the public can use *N* to perform arithmetic operations and use ![](data:image/x-wmf;base64,183GmgAAAAAAAAAKQAIACQAAAABRVgEACQAAA4UBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAIAChIAAAAmBg8AGgD/////AAAQAAAAwP///6b////ACQAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AwPAYANiU4HWAAeR1kCNmYgQAAAAtAQAACAAAADIKgAFACQEAAAApeQgAAAAyCoABmgcBAAAALHkIAAAAMgqAASICAQAAACx5CAAAADIKgAE0AAEAAAAoeRwAAAD7AiD/AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgDA8BgA2JTgdYAB5HWQI2ZiBAAAAC0BAQAEAAAA8AEAAAgAAAAyCuAByQMBAAAAMnkIAAAAMgrgAZYBAQAAADF5HAAAAPsCgP4AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAMDwGADYlOB1gAHkdZAjZmIEAAAALQEAAAQAAADwAQEACAAAADIKgAE4CAEAAABUeQgAAAAyCoABFwYBAAAAZ3kIAAAAMgqAAeoCAQAAAGebCAAAADIKgAHQAAEAAABneRwAAAD7AiD/AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgDA8BgA2JTgdYAB5HWQI2ZiBAAAAC0BAQAEAAAA8AEAAAgAAAAyCuAB9gYBAAAAa3kcAAAA+wKA/gAAAAAAAJABAAAAAgQCABBNVCBFeHRyYQAoCrww3pIAwPAYANiU4HWAAeR1kCNmYgQAAAAtAQAABAAAAPABAQAIAAAAMgqAAXMEAQAAAEt5CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AYpAjZmIAAAoAOACKAQAAAAABAAAA2PIYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) to perform the equality testing.

**Encryption:** To encrypt an integer ![](data:image/x-wmf;base64,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), ![](data:image/x-wmf;base64,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) picks a random number *r* and use the encryption key ![](data:image/x-wmf;base64,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) to computes

![](data:image/x-wmf;base64,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)

**Decryption:** To decrypt a cipher ![](data:image/x-wmf;base64,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), ![](data:image/x-wmf;base64,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) can use the key ![](data:image/x-wmf;base64,183GmgAAAAAAAKAEIAIBCQAAAACQWAEACQAAAw0BAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCIAKgBBIAAAAmBg8AGgD/////AAAQAAAAwP///6b///9gBAAAxgEAAAsAAAAmBg8ADABNYXRoVHlwZQAAUAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AGPEYANiU4HWAAeR1DjpmdQQAAAAtAQAACAAAADIKgAHtAwEAAAApeQgAAAAyCoAB+QEBAAAALHkIAAAAMgqAATQAAQAAACh5HAAAAPsCIP8AAAAAAACQAQAAAAAEAgAQVGltZXMgTmV3IFJvbWFuABjxGADYlOB1gAHkdQ46ZnUEAAAALQEBAAQAAADwAQAACAAAADIK4AFtAQEAAAAxeRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAY8RgA2JTgdYAB5HUOOmZ1BAAAAC0BAAAEAAAA8AEBAAgAAAAyCoABwQIBAAAATnkIAAAAMgqAAcoAAQAAAFB5CgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAAAECAiJTeXN0ZW0AdQ46ZnUAAAoAOACKAQAAAAABAAAAMPMYAAQAAAAtAQEABAAAAPABAAADAAAAAAA=) to compute

**![](data:image/x-wmf;base64,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)**

**Homomorphic addition:** The authorized agents, with the operational key ![](data:image/x-wmf;base64,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), can perform homomorphic addition directly to ciphers. That is,

![](data:image/x-wmf;base64,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)

Since

![](data:image/x-wmf;base64,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)

**Homomorphic multiplication:** The authorized agents, with the operational key ![](data:image/x-wmf;base64,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), can perform homomorphic multiplications directly to ciphers. That is,

![](data:image/x-wmf;base64,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)

Since

![](data:image/x-wmf;base64,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)

**Homomorphic equality testing:** The authorized agents, with the operational key ![](data:image/x-wmf;base64,183GmgAAAAAAAMALQAIACQAAAACRVwEACQAAA5UBAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQALACxIAAAAmBg8AGgD/////AAAQAAAAwP///6b///+ACwAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wKA/gAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AwPAYANiU4HWAAeR12ydmWAQAAAAtAQAACAAAADIKgAECCwEAAAApeQgAAAAyCoABXAkBAAAALHkIAAAAMgqAAeQDAQAAACx5CAAAADIKgAH2AQEAAAAseQgAAAAyCoABNAABAAAAKHkcAAAA+wIg/wAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AwPAYANiU4HWAAeR12ydmWAQAAAAtAQEABAAAAPABAAAIAAAAMgrgAYsFAQAAADJ5CAAAADIK4AFYAwEAAAAxeRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgDA8BgA2JTgdYAB5HXbJ2ZYBAAAAC0BAAAEAAAA8AEBAAgAAAAyCoAB+gkBAAAAVHkIAAAAMgqAAdkHAQAAAGdrCAAAADIKgAGsBAEAAABneQgAAAAyCoABkgIBAAAAZ3kIAAAAMgqAAdAAAQAAAE55HAAAAPsCIP8AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAMDwGADYlOB1gAHkddsnZlgEAAAALQEBAAQAAADwAQAACAAAADIK4AG4CAEAAABreRwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEE1UIEV4dHJhADkKWjDekgDA8BgA2JTgdYAB5HXbJ2ZYBAAAAC0BAAAEAAAA8AEBAAgAAAAyCoABNQYBAAAAS3kKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQBY2ydmWAAACgA4AIoBAAAAAAEAAADY8hgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==), can perform equality testing to two ciphers. For each ![](data:image/x-wmf;base64,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), test whether

![](data:image/x-wmf;base64,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)

If any one of the ![](data:image/x-wmf;base64,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)’s fails the test, then ![](data:image/x-wmf;base64,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). On the other hand, if all ![](data:image/x-wmf;base64,183GmgAAAAAAAKABQAIBCQAAAADwXQEACQAAA8kAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCQAKgARIAAAAmBg8AGgD/////AAAQAAAAwP///6b///9gAQAA5gEAAAsAAAAmBg8ADABNYXRoVHlwZQAAYAAcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4AwPAYANiU4HWAAeR1czlmfwQAAAAtAQAACAAAADIK4AEkAQEAAABpeRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgDA8BgA2JTgdYAB5HVzOWZ/BAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABTAABAAAAZ3kKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQB/czlmfwAACgA4AIoBAAAAAAAAAADY8hgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==)’s pass the test, then ![](data:image/x-wmf;base64,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)is most likely equal to ![](data:image/x-wmf;base64,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)with a neglect chance of being not equal, since

![](data:image/x-wmf;base64,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)

**Security weakness:** If an adversary knows a pair of ciphers of a same integer, i.e., ![](data:image/x-wmf;base64,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), he can compute the encryption key ![](data:image/x-wmf;base64,183GmgAAAAAAAIABIAICCQAAAACzXQEACQAAA8kAAAACABwAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCIAKAARIAAAAmBg8AGgD/////AAAQAAAAwP///6b///9AAQAAxgEAAAsAAAAmBg8ADABNYXRoVHlwZQAAUAAcAAAA+wIg/wAAAAAAAJABAAAAAAQCABBUaW1lcyBOZXcgUm9tYW4AGPEYANiU4HWAAeR1AzpmQwQAAAAtAQAACAAAADIK4AHpAAEAAAAxeRwAAAD7AoD+AAAAAAAAkAEBAAAABAIAEFRpbWVzIE5ldyBSb21hbgAY8RgA2JTgdYAB5HUDOmZDBAAAAC0BAQAEAAAA8AEAAAgAAAAyCoABRgABAAAAUHkKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAAAAAQICIlN5c3RlbQBDAzpmQwAACgA4AIoBAAAAAAAAAAAw8xgABAAAAC0BAAAEAAAA8AEBAAMAAAAAAA==) since ![](data:image/x-wmf;base64,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)and then the ![](data:image/x-wmf;base64,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). A special case of this attack is actually a known plaintext attack. That is, if the adversary knows a plain and a cipher pair![](data:image/x-wmf;base64,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), he can perform the same gcd attack.

**Applications may be suitable for this algorithm:** Applications with highly discrete data with no repetition, e.g., high-precision scientific data.

**Homomorphic encryption algorithm: Variant 2**

**Parameter setup:** The Variant 2 algorithm has exactly the same system parameter setup as Variant except two additional parameters *w* and *z*. The selection of *w* and *z* also has impact to the selection of ![](data:image/x-wmf;base64,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).

1. *w* should be selected based on the application requirement. If the maximum integer required in an application is *Imax*, then *w* must be selected big enough so that *Imax*![](data:image/x-wmf;base64,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). That is, *w* is the maximum bit size of all data in an application.
2. *z* is the number of random bits to be left padded to the data so that two encryptions of the same integer *m* are most likely to encrypt two different padded integers. Typically, *z* = 64 would be big enough for real world applications.
3. The padded integer *m′* is of the size *w+z* bits. Recall that ![](data:image/x-wmf;base64,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)in the Variant 1 algorithm. Thus, in Variant 2, we have ![](data:image/x-wmf;base64,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). This implies that if the data owner would like to have *k* consecutive homomorphic multiplications on ciphertexts, then choosing ![](data:image/x-wmf;base64,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)with size at least (*k + 1*)(*w + z*) bits.

**Padding:** We use an example to show how Variant 2 algorithm works. Let ![](data:image/x-wmf;base64,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)and then the padded integer ![](data:image/x-wmf;base64,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), where | means concatenation and ![](data:image/x-wmf;base64,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) with leading 0’s to the *w*-th bit, followed by *z* padded random bits. Thus, let an integer![](data:image/x-wmf;base64,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), we have

![](data:image/x-wmf;base64,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)

**Encryption:** The encryption works he same as the Variant 1 algorithm, except it encrypts the padded integer *m′*, i.e.,

![](data:image/x-wmf;base64,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)

**Decryption:** Two mod operations are required.

![](data:image/x-wmf;base64,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)

**Homomorphic additions & multiplications:** Same as those in the Variant 1 algorithm.

**Equality testing:** The equality testing algorithm for the Variant 1 ciphers does not work for the Variant 2 ciphers. No known equality testing for Variant 2 ciphers.

**Security analysis:** Currently no known attacks. However, the security of this Variant 2 homomorphic encryption requires formal proofs.

**Applications may be suitable for this algorithm:** Applications with no need to perform equality matching operations.